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How are data and cybersecurity laws/regulations implemented?
Last reviewed: 2 December 2024
☒     omnibus – all personal data
☒     sector-specific — e.g., financial institutions, governmental bodies       
☒     constitutional
What are the key data privacy laws and regulations?
Last reviewed: 2 December 2024
Personal Data Protection Law No. 25,326
Personal Data Protection Regulatory Decree No. 1558/2001
Access to Public Information Law No. 27,275
Access to Public Information Regulatory Decree No. 206/2017
International Personal Data Transfer Disposition No. 60-E/2016
Resolution 159/2018 on Binding Corporate Rules
Resolution No. 47/2018, which sets forth the recommended security measures for the processing and retention of personal data in computerized and non-computerized media
Resolution No. 4/2019, which provides interpretation guidelines of Personal Data Protection Law No. 25,326
Resolution No. 332/2020, which approves legal and technical guidelines related to audits conducted by the Data Protection Authority
Resolution No. 126/2024, which contemplates a new classification of infringements and sanctions regime applicable to breaches of Laws 25,326 (data protection) and 26,951 (do not call registry)
Convention 108+ on the Protection of Individuals with regard to Automatic Processing of Personal Data (approved by Law No. 27,699)
Resolution No. 255/2022 on Genetic Data
Law 26,951 on National Do Not Call Registry
Resolution No. 198/2023 on New Standard Contractual Clauses for International Personal Data Transfers of the Ibero-American Data Protection Network
What are the key cybersecurity laws and regulations?
Last reviewed: 2 December 2024
Personal Data Protection Law No. 25,326
Personal Data Protection Regulatory Decree No. 1558/2001
Disposition No. 47/2018
Resolution No. 332/2020
Law No. 26,904 (Grooming).
Law No. 24,766 (Confidential Information)
Law No. 26,388 (Criminal penalties for unauthorized access to information)
Executive Order No. 577/2017 (creates the Cybersecurity Committee) 
Resolution No. E-1107/2017 (creates the Response to Security Incidents Committee) 
Resolution No. 829/2019 (approves the National Cybersecurity Strategy) 
Decision No. 641/2021 (approves the "Minimum Information Security Requirements for National Public Sector Organizations")
Disposition No. 7/2021 (creates the Registry of Focal Points in Cybersecurity of the National Public Sector)
Disposition No. 8/2021 (approves the "Introductory Guide to Security for the Development of Web Applications)
Law No. 25,506 on Digital Signatures
Digital Signatures Regulatory Decree No. 2628/2002
Resolution No. 141/2019 (Presidency of the Cybersecurity Committee)
Resolution No. 44/2023 (Second National Cybersecurity Strategy)
Communication A 7724 of the Argentine Central Bank
Executive Order No. 614/2024, which creates the federal cybersecurity agency within the state intelligence secretariat
What are the key laws and regulations relating to non-personal data?
Last review date: 2 December 2024
Resolution No. 4/2019, which provides interpretation guidelines of Personal Data Protection Law No. 25,326 (which defines when personal data is no longer considered as such, among others)
Law No. 24,766 (Confidential Information)
Access to Public Information Law No. 27,275
Access to Public Information Regulatory Decree No. 206/2017
Are new or material changes to those key data and cybersecurity laws anticipated in the near future?
Last reviewed: 2 December 2024
No
The National Executive Branch introduced the Personal Data Protection Bill of Law in Congress. It proposes significant amendments to the current regime and introduces mandatory provisions that are novel to Argentine legislation. The Bill of Law includes references to its extraterritorial application in certain cases, an expanded definition of sensitive data, mandatory reporting obligations of certain security incidents, and will recognize legitimate interest as a legal basis for the processing of personal data, among other changes to the current regime  However, there are no expectations for this Bill to be approved.
Although the legislative process to incorporate Convention 108+ (on the Protection of Individuals with regard to Automatic Processing of Personal Data) into local legislation has been completed, the Convention is not yet in force.
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